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ABSTRACT
Academic libraries experience a lot of pressure due to rapid changes
in technology, budget cuts and increasing demand of information
services from their clientele. At the same time, libraries are expected
to improve their information services at the global level to meet
the increasing demands of libraries’ population. Therefore, an effec-
tive collaboration in academic libraries is not an option anymore,
but a necessity in order to cope with the rapidly changing tech-
nologies and external pressures. Blockchain technology because
of its capabilities to record transactions and digital interactions in
a transparent, secure, resilient, efficient and traceable way across
untrusted parties, offers new opportunities for academic libraries’
collaboration. However, due to its infancy stage of development,
literature on blockchain technology adoption behavior is lacking,
especially in the context of academic libraries. This therefore opens
up the opportunities for further research in this area. Based on
the technology innovation theory and technology-organisation-
environment framework, a conceptual research model has been
developed to investigate the determinant factors of intention to
adopt blockchain technology in South African academic libraries’
collaborative business processes. This conceptual paper also gives
directions for future research in the form of 11 hypotheses.

CCS CONCEPTS
• Computer systems organization → Dependable and fault-
tolerant systems and networks; • Information systems → Infor-
mation storage systems; Storage architectures; Distributed storage;
• Security and privacy;
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1 INTRODUCTION
In the current digital era, it is easier to access information from
different sources than before. However, it is important to provide a
reliable source of this information, and libraries successfully con-
tinue to achieve this task [10]. Academic institutions exist in a
very complex and dynamic environment with challenges to which
academic libraries have to respond in order to continue to be the
‘hearts’ of their universities, by connecting with the mission of
the parent institutions [35]. Their focus is on providing quality
information services to a very diverse group of students and faculty
members with different information-seeking habits and needs [9],
who normally do not voice out their dissatisfactions if they get poor
service from their libraries [20].

Unlike profit making organisations, academic libraries do not
rely on the benefit of quantitative measures such as profit and loss
statements to identify the need for change, to motivate that need
and to effect the change [20]. Rather, rapid change in information
technology, changes in legislation, growing user demands, state of
the global economy and currency fluctuations are the main drivers
of how academic libraries should provide their services [2, 6, 20, 35].
As a result, academic libraries formed consortia to alleviate the com-
mon problems and pressures experienced, which are mostly too
complex and large to handle on their own [6]. However, integration
of their processes involves extensive information exchange which
makes design and management of such processes difficult, and that
results in data redundancy [13]. For these reasons, libraries still
depend on the authorized third parties to automate their collabora-
tive activities, and more costs are attracted for their coordination
[1, 13].

Libraries have realized how digital innovations present novel
capabilities and opportunities, which in turn require them to re-
think of new ways of accommodating flexibility and freedom to
adopt new technologies to solve nearly every existing problem in
their field [9, 17]. Surprisingly, they have been slow adopters of
these new technologies in their business processes [10], though
scholars and practitionersmaintained that academic libraries should
radically change in order to stay relevant [20].

In order to achieve the mandate of the consortia formation of
resource sharing at lower costs, collaborative technologies should
be adopted to eliminate duplication of efforts, free up time for more
important activities and improve service delivery [6, 9]. Blockchain
technology because of its capabilities to record transactions and
digital interactions in a transparent, secure, resilient, efficient and
traceable way across the untrusted parties, offers new opportunities
for academic libraries’ collaboration without any central authority
[10, 17], especially now when sharing has become a core value in
the library world [6, 7].
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However, due to its infancy stage of development, literature on
blockchain technology adoption behavior is lacking, especially in
the context of academic libraries, which opens up the research
opportunities in this area [7]. It is therefore necessary to develop
a comprehensive model for investigating the academic libraries’
intention to adopt blockchain technology for their collaborative
business processes in the context of South Africa because of well-
established academic library consortia [6]. The model will be valu-
able to the practitioners in their strategic decision making when
intending to adopt blockchain technology for their business pro-
cesses, and to the researchers in the field for further knowledge
development. Future research directions are also given in the form
of hypotheses.

2 LITERATURE REVIEW
2.1 Blockchain technology overview
Blockchain technology application was first realised in a famous
cryptocurrency, Bitcoin in 2009 which caught the attention of both
practitioners and researchers [14]. Blockchain is defined as the
distributed digital ledger of transactions immutably recorded in
a chain of time-stamped blocks maintained by all participating
nodes. The blocks are cryptographically linked and each block in
the chain has the information about the previously added block,
which makes it difficult to modify or delete after the approval by the
participants [14]. The innovative power of blockchain stems from
permitting untrusted parties to transact in a peer to peer network
of computers enabled by consensus algorithms, cryptography and
market mechanisms [25].

Blockchain offers another concept that is very crucial for busi-
ness processes, called smart contract [25]. Smart contracts are
user-defined ‘self-executing scripts’ on the blockchain network
[30, 34]. The business processes are subjected to rules which have
to be executed when certain conditions are met to automate inter-
organisational business processes without central authority [25, 34].

2.2 Potential applications of blockchain
technology in the information profession

Blockchain technology has captured the attention of many coun-
tries and industries, especially in finance and banking. The largest
financial blockchain consortium, R3 CEV has launched its first
blockchain-based system for banking and financial institutions [23].
The South African reserve bank released a report that shows posi-
tive results in blockchain trial for interbank electronic payments
[4]. The Canadian government has implemented blockchain sys-
tem that tracks cannabis production from ‘seed-to-sale’ to reduce
regulatory costs, protect public safety and weaken illegal markets
[23]. As a result, blockchain adoption may be catalyzed in use cases
of other industries [4]. In this section, potential applications of
blockchain technology in the information sector are discussed.

2.2.1 Provenance of digital content. With the use of blockchain
technology, authorship contribution to a publication can be proved,
which cannot be achieved by the current metrics used to evalu-
ate author performance. Revisions of a paper by each author are
logged at the user level, and at certain count of revisions made, they
will be cryptographically recorded on blockchain until the paper

is finalized [26]. This can change people’s perceptions about the
intellectual property that concerns digital objects [7]. In addition
to this, integrity of the document digitally stored on blockchain is
preserved [26].

2.2.2 Bibliographic metadata. Because of the distributed nature
of blockchain, libraries can use it for distributed metadata system
whereby every library can access data without the central authority.
This will eliminate costs which are currently incurred by using On-
line Computer Library Centre (OCLC) for metadata of items hosted
by different organisations worldwide. The blockchain system will
scale well while outputting quality metadata based on hashing [31].
All libraries in a consortium can handle interlibrary loans, patron
authentication and collection management by using blockchain
system, hence eliminating existing data silos with duplicates [7].
Moreover, Huwe [18] supports blockchain experimentation with
metadata services application which may trigger large academic
libraries and commercial partners, OCLC for example, to provide
required expertise and resources to improve on metadata opera-
tions which will result in time-saving for librarians and information
professionals.

2.2.3 Copyright management. There is currently lack of central
storage for information about copyright owners of the copy-
rightable materials, this obscures transparency. It is timely and
financially costly to get access to such digital content, which may
lead to non-usage because of unclear legal status. These issues may
be to a certain extent attributed to using expensive proprietary
technologies which are not interoperable with each other, hence
data sharing becomes difficult [32]. With blockchain technology,
standardization and network effects in the copyright management
can be achieved [32].

2.2.4 Digital first sale. For centuries, contracts have been deemed
to be successful when parties do not disagree till the end. Other-
wise disagreements come after the injury has occurred. Authors
are not exceptions to this scenario [7, 33]. With the proposal of
blockchain-based e-book platform from DECENT that allows self-
publishing, digital first sale rights can be protected by implementing
blockchain-based digital rights management (DRM) system using
smart contracts and eliminate potential disputes between publish-
ers and authors [7, 26]. Authors will have complete control in real
time of how their digital assets can be accessed and used, and their
pricing will no longer depend on the publishers. The aim of DE-
CENT’s proposal is to include reader-to-reader lending and direct
author payments using cryptocurrency, which can benefit the li-
braries with low prices without publishers’ inflated commission
[7].

2.2.5 Credentialing. According to Huwe [18], the best way to de-
centralise services is to start by developing secure credentialing
system that can be used for everyday personal needs. This will
ensure proper use of resources as the unauthorised access will be
well taken care of by the system through libraries as the top com-
munity service providers of blockchain services for cities, or even
at the national level. Regardless of the of the library registered with,
patrons can borrow, request items from any participating library in
the network or from user who borrowed the item from the partner
library [10]. However, the exercise will go beyond identity card
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to gain access to services. A new vetting procedure which will
incorporate extra coding expenses, will have to be employed [18].

2.2.6 Library network connection. Any kind of information can be
shared on blockchain technology which include patron information
that can be shared between the libraries when there is a need, with
sensitive information being encrypted on the blockchain platform
[33]. Libraries and universities can connect to form Inter-Planetary
File System (IPFS) on blockchain ecosystem and eliminate internet
service providers and large internet companies as gatekeepers [33].

2.3 Theoretical framework
Information Technology (IT) innovations are now part of every
business because of their significant impact on organisations [12].
Intention to adopt a technology innovation to respond to dynamic
customer needs and manage multiple partnerships depends mostly
on the capabilities of new technology [5].

Blockchain technology is one the disruptive technologies with
potential to revolutionise web-based information services in the
information sector [16] and many other industries [17]. Since
blockchain technology is still at its early stage of development,
literature on its adoption behavior is limited, especially in develop-
ing countries such as South Africa [37].

While there is vast literature on new technology adoption [5,
12], much of the it focuses on technology adoption theories at
individual level instead of inter-organisational level [5]. Innovation
Diffusion Theory (IDT) and TOE framework are mostly applied for
adoption at organizational level, but they still borrow constructs
from the individual technology adoption theories [5, 24]. In this
study, the proposed model is aimed at inter-organisational level,
where blockchain as a technology is expected to have significant
impact by facilitating data sharing between institutions, not for
individuals to interact with online. Therefore, individual technology
adoption theories will not be suitable to investigate its adoption
[17].

2.3.1 Innovation Diffusion Theory (IDT).. IDT helps to explain how
and why members of the social system adopt an innovation over
time [11]. IDT has mostly been used by researchers both at indi-
vidual and institutional technology adoption levels [21], and its
attributes (relative advantage, complexity, compatibility, trialabil-
ity and observability) identified by Rogers in 1983, account for a
significant variance in innovations adoption at organizational level
[5].

2.3.2 Technology-Organisation-Environment (TOE) framework.
TOE framework identifies three perspectives that influence the
process by which organisations adopt new innovations [28]. This
framework has been empirically used to determine factors that
influence technological innovations adoption at the organisational
level in the contexts of technology, organisation and environment
to overpower IDT [3, 24, 28]. These considerations can provide
barriers and benefits to innovation adoption. In the context of this
study, the technological context consists of relative advantage, com-
plexity, compatibility and cost which can impact on the already
adopted systems and the ‘to be’ adopted technology [24, 29]. The
organizational context consists of organizational size, management
support and IT readiness [5, 24]. Lastly the environmental context

consists of industry support and customer pressure which affect
the daily operations [12].

3 CONCEPTUAL FRAMEWORK
The proposed research framework in this study, 1, is based on
the TOE framework which looks at inter-organisational innova-
tion adoption at organisational level from multiple perspectives,
of which DOI cannot fulfil [24]. In addition to three perspectives
covered by TOE, inter-organisational relationship has been intro-
duced as the fourth perspective to consider in blockchain adoption
between different institutions, but it has been ignored in the previ-
ous literature [5]. Using the model proposed in 1, hypotheses have
been derived to be used as the guide to study the intention to adopt
blockchain technology across academic libraries in South Africa.

3.1 Technological context
Technological context refers to the internal and external technolo-
gies that are relevant to the organisation, including those which
have not yet been used by the organisation. The adoption decision
of these technologies is influenced by the perceived benefits which
may be realised through the use of the technological innovation
[24]. However, the need to maintain success with daily operations
using the existing technological systems while adapting to new
technological innovation is a challenge for many organisations
[17]. The proposed conceptual model identifies four constructs
(relative advantage, complexity, compatibility and cost) which are
predominantly used in the new innovation adoption [5] to deter-
mine the intention to adopt blockchain technology in the context
of South African academic libraries.

3.1.1 Relative advantage. Relative advantage refers to the extent
to which technological innovation is perceived to be better than the
one it replaces [5, 27, 36]. Maduku et al. [24] emphasise that decision
makers tend to adopt technology if they anticipate the benefits over
the existing one outweigh the risk of adoption. Researchers in
most of the adoption literature have identified positive relationship
between relative advantage and intention to adopt technology [5,
24]. Therefore, it is hypothesised that:

H1: The relative advantage of the innovation positively influ-
ences the intention to adopt blockchain technology.

3.1.2 Complexity. Complexity refers to the extent to which tech-
nological innovation is found to be difficult to understand and use
[36]. The extent to which organizational employees perceive the
use of new technology to be easy, is found to positively influence
the intention to adopt such technology [24]. However, if the tech-
nology is perceived to be difficult to understand, implement and use,
it is associated with high level of uncertainty towards successful
adoption of new technology. Complexity of the technology has
been found to have negative impact on the intention to adopt the
innovation [5]. It is therefore hypothesised that:

H2: The complexity of the technology negatively affects the
intention to adopt blockchain technology.

3.1.3 Compatibility. Compatibility refers to the extent to which
technology is perceived to be consistent with organisational values
(internal culture, business processes, management practices) [5],
and compatible with the existing technology settings [15]. For any
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Figure 1: Conceptual model adapted from Asare, Brashear-Alejandro and Kang [5].

proposed technological innovation to be considered for adoption, it
has to be compatible with the existing technology setting and must
fit the task it is intended for [19]. It is hypothesised that:

H3: The technology compatibility positively influences the in-
tention to adopt blockchain technology.

3.1.4 Cost of innovation. Cost of innovation may be direct and in-
direct. Direct cost refers to the actual price to be paid for acquisition
of new technology, and indirect costs are the costs incurred when
implementing, using, and maintaining the technology. High cost
is a barrier to any product acquisition and negatively affects the
adoption [5]. Batubara, Ubacht and Janssen [8] suggest that benefits
of the blockchain technology should be higher than the cost of its
development and maintenance. Therefore, it is hypothesised that:

H4: The cost negatively influences the intention to adopt
blockchain technology.

3.2 Organisational context
Organisational context refers to the characteristics and the re-
sources an organisation has which may be constraining or facili-
tating factors for the innovation adoption intention [3]. In order

to stay competitive in the market, organisations have to empha-
sise on digital innovation adoption, which according to previous
research, leads to new tasks and coordination methods. In essence,
integrating more technologies to business processes shape the or-
ganisational behaviour because they deviate from their existing,
proven traditional innovations to develop new routines, beliefs
and procedures, hence new identities [17]. In this study, organisa-
tional context is characterised by three constructs which include
organisational size, management and IT readiness because they
are frequently found to influence the adoption of technological
innovations [3].

3.2.1 Organisational size. Large organisations are believed to have
high likelihood of adopting new technologies because of higher
capacity than small organisations [22]. However, Asare, Brashear-
Alejandro and Kang [5] argue that organisational size has been both
negatively and positively associated with intention to adopt new
technology, but positive influence is dominating in the literature.
Blockchain technology requires technical expertise, which is more
likely to be housed in large organisations than in small organisa-
tions. For this reason, organisational size has positive influence in
adopting new innovation [22]. Therefore, it is hypothesised that:
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H5: The size of the organisation positively inluences the inten-
tion to adopt blockchain technology.

3.2.2 Management support. Management support refers to the
level of commitment and support offered by top managers towards
the new technology adoption requirements [15]. This support is
important especially for inter-organisational technologies because
they are expensive and complex, and they require long-term vision
among the partners [5]. There is a need for recognition, support
and buy-in from the management of the university for collaborative
activities to be successful [6]. It is therefore hypothesised that:

H6: The management support of the innovation positively influ-
ences the intention to adopt blockchain technology.

3.2.3 IT readiness. The technology readiness of the organisation
refers to the level of IT management complexity in an organisation
[5] and likelihood of people with different skillsets to embrace and
use new technologies to achieve their business goals [6, 21]. Lai
[21] further notes IT readiness as very important because it deter-
mines the implementation success. Organisations with complex IT
infrastructure are more likely to have the required expertise and
resources to adopt new technologies than those organisations with
less complex IT infrastructure [5]. Employees with the understand-
ing of the resources available to support blockchain in this case
influence the intention to adopt. Atkinson [6] notes that carrying
out activities at an early stage that help participants understand
their roles and issues around the technology adoption is very im-
portant. In previous literature, IT readiness has been identified to
positively influence the adoption and use of the new technology
[5]. It is therefore hypothesised that:

H7: IT readiness positively influences the intention to adopt
blockchain technology.

3.3 Environmental context
Environmental context refers to the influences from the domain in
which organization conducts its business. These factors are external
to the organisation but have impact on organisational performance
and have been constantly found to affect technology adoption at the
organisational level [5]. According to the proposed research model,
industry support and customer pressure have been identified as
the constructs that affect blockchain technology adoption intention
especially in developing countries like South Africa [24].

3.3.1 Industry support. Industry support refers to support from
the associations in the sector, availability of established industry
standards which are aimed at promoting and managing new tech-
nologies. Associations normally organise workshops to train staff
and provide technology infrastructure for members. Through these
initiatives, organisations feel empowered to adopt new technology
[5, 24]. Therefore, it is hypothesised that:

H8: The industry support of the new technology positively af-
fects the intention to adopt blockchain technology.

3.3.2 Customer pressure. Customer pressure refers to persuasion
and encouragement coming from the customers to adopt a certain
innovation to meet their high expectations, otherwise organisations
lose relevance to the customer [17], [24]. It has been found that

innovation adoption is driven by meeting customer needs electroni-
cally for better communications [24]. In the study context, libraries
will be forced to adopt blockchain technology because they be-
lieve it will help them meet their customers’ needs. Therefore, it is
hypothesised that:

H9: The customer pressure positively affects the intention to
adopt blockchain technology.

3.3.3 Security and privacy regulatory concern. Security and privacy
regulatory concern refers to the uncertainty of compliance to the
regulations of data security and privacy in adopting new technology
[39]. In academic libraries, data collections about individuals are
involved, and they are achieved through direct interaction with
patrons and other business collaborations [38]. With blockchain
by design, data confidentiality may not be achieved [29]. Thus,
when sensitive data have to be shared across different institutions,
issues of data privacy and confidentiality will arise. As a result,
organisations may be reluctant to adopt blockchain technology
in the absence of the comprehensive regulatory framework [38],
regardless of the long history South African academic libraries have
in collaboration through consortia formation [6]. It is therefore
hypothesised that:

H10: Security and privacy regulatory concern negatively affects
the intention to adopt blockchain technology.

3.4 Inter-organisational relationship
The relationship between collaborating partners is very important
as it will be easy for partners to subscribe to a certain collaborative
technology to streamline their operations, especially when they
involve information sharing. Trust appears to be the dominant
factor in the context of the academic libraries’ relationships [29].

3.4.1 Trust. Trust refers to the willingness of two or more insti-
tutions in partnership to rely on one another to benefit from their
partnership [29]. Trust is established when one party believes that
another partner has honesty, skill and knowledge related to a par-
ticular task which is motivated by the joint gains [5]. Trust is very
important in inter-organisational technologies because collabora-
tion involves sharing and access of confidential information [5, 29].
Trust in collaborative relationship reduces perceived risk between
partners. So, without trust and openness, partners are reluctant to
adopt shared technologies to realise considerable benefits for their
libraries [6]. It is therefore hypothesized that:

H11: The level of trust between collaborating partners positively
influences the intention to adopt blockchain technology.

4 CONCLUSION
Blockchain is a nascent technology which presents potential ap-
plications and benefits in different areas. However, there is limited
research in blockchain adoption for library and information sector
in general. This creates an investigation opportunity for researchers
to explore the technology application in this area, especially in de-
veloping countries like South Africa. Lack of empirical evidence in
the existing literature justifies the gap that needs to be filled. The
model which encompasses inter-organisational relationship has
been proposed to consider a holistic view of factors that need to be
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addressed in order to expedite cooperative adoption of blockchain
in the library and information profession.

It is confirmed that technological determinant factors are domi-
nant in the adoption of blockchain technology in this review. As
a result, proper evaluation should be done for appropriateness of
blockchain technology to solve social problems, with consideration
of technology properties and processes it is applied to. It is there-
fore necessary for information professional and the public to know
about blockchain and how it can affect their business processes.
However, it is evident that globally there is progress in blockchain
technology development in terms of research and adoption in many
industries, but the intention to adopt blockchain by academic li-
braries to automate their collaborative activities in South Africa is
not known.

ACKNOWLEDGMENTS
The authors would like to thank the three anonymous reviewers for
their insightful suggestions and scrutiny of the paper. This paper
was extracted frommy literature review and research design papers
submitted to the Department of Information Systems, University
of Cape Town as the course work towards Master of Commerce in
Information Systems - work in progress - under the supervision of
Assoc. Prof Lisa Seymour. Thanks to her guidance as she continues
to do a good job.

REFERENCES
[1] Alharrasi, N., & Al-Aufi, A. 2012. The potential of inter-state collab-

oration for Omani academic libraries. Library Review 61, 4, 240-260.
doi:10.1108/00242531211267554

[2] Alharrasi, N. & Alhijji, K. 2015. Factors Working Against Collaboration Among
Omani Academic Libraries. International Information & Library Review 47, 3/4,
92-101, DOI:10.1080/10572317.2015.1133211

[3] Al-Hashedi, A. H., Arshad, M. R. M., Mohamed, H. H., & Baharuddin, A. S. 2011,
November. Identifying the determinants of RFID adoption intention in Hajj
organizations. In 2011 International Conference on Research and Innovation in
Information Systems (pp. 1-6). IEEE. 1-6. doi:10.1109/ICRIIS.2011.6125714

[4] Antonysamy, F. 2019, Jan 8. Boosting blockchain adoption in SA. Business
Report. Retrieved from https://www.emis.com/php/search/doc?pc=AC&dcid=
640021110&primo=1

[5] Asare, A. K., Brashear-Alejandro, T. G., & Kang, J. 2016. B2B technology adoption
in customer driven supply chains. Journal of Business & Industrial Marketing,
31, 1, 1-12. doi:10.1108/JBIM-02-2015-0022

[6] Atkinson, J. 2019. Collaboration by academic libraries: What are the benefits,
what are the constraints and what do you need to do to be successful? New Review
of Academic Librarianship 25, 1, 1-7. doi:10.1080/13614533.2019.1575016

[7] Ayre, L., & Craner, J. 2019. Technology column - blockchain, linked data, and
you. Public Library Quarterly 38, 1, 116-120. doi:10.1080/01616846.2018.1562317

[8] Batubara, F., Ubacht, J., & Janssen, M. May 30, 2018. Challenges of blockchain
technology adoption for e-government. In Proceedings of 19th Annual International
Conference on Digital Government Research (pp. 1-9). New York, NY, USA: ACM.
doi:10.1145/3209281.3209317 Retrieved from http://dl.acm.org/citation.cfm?id=
3209317

[9] Blackburn, H. 2011. Millennials and the adoption of new technologies in libraries
through the diffusion of innovations process. Library Hi Tech 29, 4, 663-677.
doi:10.1108/07378831111189769

[10] Cabello, J., Janßen, G., & Mühle, A. 2017. Distributed library management system
based on the blockchain technology [White paper]. Atos IT challenge.

[11] Chang, H. 2010. A new perspective on twitter hashtag use: Diffusion of innovation
theory. Proceedings of the American Society for Information Science and Technology
47, 1, 1-4. doi:10.1002/meet.14504701295

[12] Clohessy, T., Acton, T., and Rogers, N. 2019. Blockchain Adoption: Technological,
Organisational and Environmental Considerations. In Treiblmaier, H. and Beck,
R. Business Transformation through Blockchain, Volume 1, Cham, Switzerland:
Palgrave Macmillan, pp.47-76. DOI: 10.1007/978-3-319-98911-2

[13] Di Ciccio, C., Cecconi, A., Dumas, M., García-Bañuelos, L., López-Pintado, O., Lu,
Q., . . . Weber, I. 2019. Blockchain support for collaborative business processes.
Informatik-Spektrum 42, 3, 182-190. doi:10.1007/s00287-019-01178-x

[14] Fridgen, G., Radszuwill, S., Urbach, N., & Utz, L. 2018. Cross-organizational
workflow management using blockchain technology - towards applicability, au-
ditability, and automation. Paper presented at the Hawaii International Conference
on System Sciences 2018 (HICSS-51), Retrieved from https://aisel.aisnet.org/hicss-
51/in/blockchain/6

[15] Gholami, Z., Abdekhoda, M., & Gavgani, V. Z. 2018. Determinant factors in adopt-
ing mobile technology-based services by academic librarians. DESIDOC Journal
of Library & Information Technology 38, 4, 271. doi:10.14429/djlit.38.4.12676

[16] Herther, N. K. 2018. Blockchain technology in the library. Online Searcher 42, 5,
37-43.

[17] Holotiuk, F., & Moormann, J. 2018. Organizational adoption of digital innova-
tion: The case of blockchain technology. Paper presented at the26th European
Conference on Information Systems (ECIS2018), Portsmouth,UK. 202-217.

[18] Huwe, T. K. 2019. Blockchain and the library: Beyond the numbers game. Com-
puters in Libraries 39, 1, 8-10.

[19] Ellis, J., & Van Belle, J. Jun 29, 2009. Open source software adoption by South
African MSEs. Paper presented at the 2009 Annual Conference of the Southern
African Computer Lecturers’ AssociationMpekweni Beach Resort, South Africa.
41-49. doi:10.1145/1562741.1562746

[20] Jantz, R. C. 2012. Innovation in academic libraries: An analysis of university
librarians’ perspectives. Library & Information Science Research 34, 1, 3-12.

[21] Lai, P. C. 2017. The literature review of technology adoption models and the-
ories for the novelty technology. JISTEM - Journal of Information Systems and
Technology Management 14, 1, 21-38. doi:10.4301/s1807-17752017000100002

[22] Lin, H. 2014. Understanding the determinants of electronic supply chain
management system adoption: Using the technology–organization–
environment framework. Technological Forecasting & Social Change 86,
80-92. doi:10.1016/j.techfore.2013.09.001

[23] Lu, Y. 2019. The blockchain: State-of-the-art and research challenges. Journal of
Industrial Information Integration. doi:10.1016/j.jii.2019.04.002

[24] Maduku, D. K., Mpinganjira, M., & Duh, H. 2016. Understanding mobile
marketing adoption intention by South African SMEs: A multi-perspective
framework. International Journal of Information Management 36, 5, 711-723.
doi:10.1016/j.ijinfomgt.2016.04.018

[25] Mendling, J., Weber, I., Aalst, W. V. D., Brocke, J. V., Cabanillas, C., Daniel, F., . .
.& Zhu, L. 2018. Blockchains for business process management - challenges and
opportunities. ACM Transactions on Management Information Systems (TMIS)9, 1,
4. DOI:10.1145/3183367

[26] Mohd Pozi, M. S., Muruti, G., Abu Bakar, A., Jatowt, A., & Kawai, Y. 2018. Pre-
serving author editing history using blockchain technology. Paper presented at
the 18th ACM/IEEE on Joint Conference on Digital Libraries, Fort Worth, TX, USA.
165-168. doi:10.1145/3197026.3197068

[27] Mustonen-Ollila, E., & Lyytinen, K. 2003. Why organizations adopt informa-
tion system process innovations: A longitudinal study using diffusion of inno-
vation theory. Information Systems Journal 13, 3, 275-297. doi:10.1046/j.1365-
2575.2003.00141.x

[28] Oliveira, T., & Martins, M. F. 2011. Literature review of information technology
adoption models at firm level. Electronic Journal of Information Systems Evaluation
14, 1, 110-121.

[29] Queiroz, M. M., & Wamba, S. F. 2019. Blockchain adoption challenges
in supply chain: An empirical investigation of the main drivers in In-
dia and USA. International Journal of Information Management 46, 70-82.
doi:10.1016/j.ijinfomgt.2018.11.021

[30] Rimba, P., Tran, A. B., Weber, I., Staples, M., Ponomarev, A., & Xu, X. 2018. Quanti-
fying the Cost of Distrust: Comparing Blockchain and Cloud Services for Business
Process Execution. Information Systems Frontiers, 1-19. doi:10.1007/s10796-018-
9876-1

[31] Rubel, D. 2019. No need to ask: Creating permissionless blockchains of metadata
records. Information Technology and Libraries (Online)38, 2, 1-17.

[32] Savelyev, A. 2018. Copyright in the blockchain era: Promises and challenges.
Computer Law & Security Review: The International Journal of Technology Law
and Practice 34, 3, 550-561. doi:10.1016/j.clsr.2017.11.008

[33] Smith, C. 2019. BLOCK-CHAIN REACTION: How library professionals are ap-
proaching blockchain technology and its potential impact. American Libraries 50,
3/4, 26-33.

[34] Weber, I., Xu, X., Riveret, R., Governatori, G., Ponomarev, A., & Mendling, J. 2016.
Untrusted business process monitoring and execution using blockchain. Paper
presented at the International Conference on Business Process Management,329-347.
doi:10.1007/978-3-319-45348-4_19

[35] Weiner, S. A., & Coetsee, T. 2013. Key professional principles for South African
academic librarians. Mousaion 31, 3, 110-126.

[36] Yang, Z., Sun, J., Zhang, Y., & Wang, Y. 2015. Understanding SaaS adoption from
the perspective of organizational users: A tripod readiness model. Computers in
Human Behavior 45, 254-264. doi:10.1016/j.chb.2014.12.022</bib>

[37] Yusof, H., Munir, M. F. M. B., Zolkaply, Z., Jing, C. L., Hao, C. Y., Ying, D. S., ... &
Leong, T. K. 2018. Behavioral Intention to Adopt Blockchain Technology: View-
point of the Banking Institutions in Malaysia.International Journal of Advanced
Scientific Research and Management 3, 10, 274-279.

249

https://www.emis.com/php/search/doc?pc=AC&dcid=640021110&primo=1
https://www.emis.com/php/search/doc?pc=AC&dcid=640021110&primo=1
http://dl.acm.org/citation.cfm?id=3209317
http://dl.acm.org/citation.cfm?id=3209317
https://aisel.aisnet.org/hicss-51/in/blockchain/6
https://aisel.aisnet.org/hicss-51/in/blockchain/6


Determinant factors of intention to adopt blockchain technology across academic libraries SAICSIT ’20, September 14–16, 2020, Cape Town, South Africa

[38] Salleh, K.A. And Janczewski, L. 2016. Technological, Organiza-
tional and Environmental Security and Privacy Issues of Big
Data: A Literature Review. Procedia computer science 100, 19-28.
https://search.datacite.org/works/10.1016/j.procs.2016.09.119.

[39] Salleh, K.A. And Janczewski, L. 2016. Adoption of Big Data Solutions: A study
on its security determinants using Sec-TOE Framework. In International Con-
ference on Information Resources Management (CONF-IRM), 2016, Anonymous
Association for Information Systems AIS Electronic Library (AISeL).

250


	Abstract
	1 Introduction
	2 Literature review
	2.1 Blockchain technology overview
	2.2 Potential applications of blockchain technology in the information profession
	2.3 Theoretical framework

	3 Conceptual framework
	3.1 Technological context
	3.2 Organisational context
	3.3 Environmental context
	3.4 Inter-organisational relationship

	4 Conclusion
	Acknowledgments
	References

